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Abstract: This document highlights a case where lack of support of the dual-stack PDU type IPv4v6 causes an issue. It is proposed that SA2 consider and solve this issue either in Rel-15 or Rel-16, preferably in Rel-15.
1. 
Introduction

This document highlights a case where lack of support of the dual-stack PDU type IPv4v6 causes an issue. It is proposed that SA2 consider and solve this issue either in Rel-15 or Rel-16, preferably in Rel-15.
2. 
Problem statement
The dual-stack PDN type IPv4v6 is used by some operators in EPC. When those operators introduce 5GC without the dual-stack PDU type IPv4v6, the following problematic scenarios happen.
Problematic scenario 1:
In EPC: UE requests PDN type IPv4v6 in the Attach procedure. MME does not set “Dual Address Bearer Flag” in the Create session request, in the same way to treat the situation where pre-Rel-8 SGSN/GGSN are around in the network. P-GW takes into account the PDN type and lack of Dual Address Bearer Flag and selects a PDN type to be used, which is either IPv4 or IPv6. The UE needs to establish one more single IP version PDN connection to the same APN.
In 5GC: UE and the network use an IPv4 PDU session and an IPv6 PDU session to a DNN.
Consequence of not having PDU type IPv4v6:
· (a) Double the number of SM signalling is needed both in EPC and 5GC. This leads to more signalling load in network.
· (b) Double the number of DRB is needed both in EPC and in 5GC. Due to the limitation of the number of DRB per UE, this leads to the following:
· (b-1) In EPC, this will reduce the effect of the attempt of the Work item INOBEAR and prevent adding further QoS based services for a UE.
· (b-2) In 5GC, this will end up allowing half the number of network slices simultaneously accessed per UE.
·  
See S2-173968 that was agreed at SA2#121. The current text in section 5.15.1 of TS 23.501 “The network may serve a single UE […] associated with at most eight different S-NSSAIs in total” originally comes from, according to S2-173968, consideration of “single PDU session slices” and “each PDU session is on its own DRB” and “No more than 8 simultaneous DRBs are normally required per UE”. Lack of PDU type IPv4v6 requires typically two PDU Sessions to be allocated to a network slice, which leads to only at most four different S-NSSAIs per UE.
· (c) Operators’ service provisioning condition to their subscribers regarding AMBR to Internet becomes impossible to set in 5GC in the same way they do in EPC.
·  
One PDN connection with PDN type IPv4v6 is currently used to Internet. APN-AMBR related to the PDN connection is used as the service provisioning condition. If Session AMBR for PDU Session with PDU type IPv4v6 is available, practically it works the same way. But Session AMBR for PDU Session with PDU type IPv4 plus Session AMBR for PDU Session with PDU type IPv6 is not equal to those.
Problematic scenario 2:

In EPC: UE and the network continue using PDN type IPv4v6.
In 5GC: UE and the network use an IPv4 PDU session and an IPv6 PDU session to a DNN.

Consequence of not having PDU type IPv4v6:
· (a) in case of inter-system mobility from EPC to 5GC, one IP version is dropped and a PDU session needs to be newly created in 5GC. (This aspect is not yet specified.) IP address or IP prefix is not preserved.
· (b) For 5GC, the same issues for the scenario 1 happen.
· (c) For EPC, if UE moves from 5GC, the same issues for scenario 1 happen.
3. 
Proposed solution

The above problem is solved if 5GS supports PDU type IPv4v6. Depending on whether it’s solved in Rel-15 onward or Rel-16 onward, two solutions are proposed.
If solved Rel-15 onward:
All the SMFs shall be able to treat IPv4v6 related IE(s) properly. SMF may be capable of using PDU Session with PDU type IPv4v6. UE may be capable of using PDU Session with PDU type IPv4v6.

When UE capable of using PDU Session with PDU type IPv4v6 requests PDU type IPv4v6 and SMF capable of using PDU Session with PDU type IPv4v6 decides to use PDU type IPv4v6, PDU type IPv4v6 is used for the PDU Session. In case of home routed roaming, the mechanism is: V-SMF forwards a PDU type indicated by UE transparently to H-SMF. V-SMF sends back a PDU type selected by H-SMF to UE.
NOTE 1: 
The mandatory impact on the network is for SMF to treat IPv4v6 related IE(s) properly (i.e. to forward those IE(s) or to decide to use either PDU type IPv4 or PDU type IPv6 when UE indicates IPv4v6), for UDM to store and provide related subscriber data, and for PCF to consider PDU type value IPv4v6 as an input for PCC decision if it comes from SMF. (For PCF, other impacted parts are based on TS 23.203, which supports dual stack IPv4v6. For UPF, since N4 is based on TS 29.244, PDU type IPv4v6 is already supported. For AMF, PDU type is transparent unless N26 is supported. N26 is based on TS 29.274, which supports dual stack IPv4v6.) In order to fully resolve the above-mentioned issues, it is also required that SMF shall be capable of using PDU Session with PDU type IPv4v6.
· SMF capable of using only PDU type IPv4 and/or PDU type IPv6 can coexist with other SMFs and UE capable of using PDU type IPv4v6 by deciding to use PDU type IPv4 and/or PDU type IPv6, when required to choose a PDU type. (e.g. for a very initial network deployment when implementation does not make it in time, understanding later support of PDU type IPv4v6 can be introduced into deployment easier than to go for the “Rel-16-onward” solution.)

NOTE 2:
The mandatory impact on UE is not seen. In order to fully resolve the above-mentioned issues, UE shall be capable of using PDU Session with PDU type IPv4v6.
· UE capable of using only PDU type IPv4 and/or PDU type IPv6 can coexist with the network capable of using PDU type IPv4v6, by requesting PDU type IPv4 and/or PDU type IPv6. (e.g. for UE for IoT)
If solved Rel-16 onward:

In addition to the changes for the “Rel-15-onward solution”, exactly the same concept of “Dual Address Bearer Flag” and “Feature List” (in Diameter) in EPC needs to be introduced, which indicates that the involved network nodes support IPv4v6. We need consider the backward compatibility issue if it is in Rel-16.   
Observation:
From operator’s point of view, the Rel-15-onward solution is preferred, since (1) the Rel-15-onward solution is simpler in terms of configuration in network nodes (see in excerpts of CRs in Annex that the Rel-16-onward solution requires a slightly unusual configuration), (2) in the Rel-15-onward solution, the capability of SMF/UPF of HPLMN in terms of PDU type is fully utilized, and (3) for operators introducing 5GC from Rel-15, choosing the Rel-16-onward solution inevitably causes issues similar to Scenarios 1 and 2 inside of their 5GC.
From the perspective of complexity of the solutions, the Rel-15-onward solution is simpler with the above-mentioned limited mandatory impacts. (The Rel-16-onward solution is also not complex, but backward compatibility handling, incl. Dual Address Flag and Feature List, is additionally needed.)
The main parts of CR texts for the Rel-15-onward solution and for the Rel-16-onward solution are captured in Annex in this document. (All the differences for TS 23.501 are captured. Differences for TS 23.502 exist with regards to backward compatibility handling for the Rel-16-onward solution, which are not captured.)
4. 
Proposal

Proposal: It is proposed to agree to have PDU type IPv4v6 in 5GS either in Rel-15 or in Rel-16, preferably in Rel-15.
CRs based on the Rel-15-onward solution are proposed in S2-182226, S2-182227, and S2-182228. If SA2 prefers to solve the issues from Rel-16, the author will create CRs for Rel-16 when SA2 gets ready to create Rel-16 TS.

Annex
Rel-15-onward solution, the first half of 5.8.2.2.1 of TS 23.501
NOTE:
The green part is needed irrespective of introduction of PDU type IPv4v6. This is clarification of the existing and now deleted texts.
5.8.2.2.1
General

The UE IP address management includes allocation and release of the UE IP address as well as renewal of the allocated IP address, where applicable.

The UE sets the requested PDU Session Type during the PDU Session Establishment procedure based on its IP stack capabilities as follows:

-
A UE which supports IPv6 and IPv4 shall set the requested PDU Session Type to "IPv4v6".

-
A UE which supports only IPv4 shall request for PDU Session Type "IPv4".

-
A UE which supports only IPv6 shall request for PDU Session Type "IPv6".

-
When the IP version capability of the UE is unknown in the UE (as in the case when the MT and TE are separated and the capability of the TE is not known in the MT), the UE shall request for PDU Session Type "IPv4v6".

The SMF selects PDU Session Type of the PDU Session as follows:

PDU Session Type set to "IPv4v6", the SMF selects either PDU Session Type "IPv4" or "IPv6" or "IPv4v6" based on DNN configuration and operator policies.
-
If the SMF receives a request for PDU Session Type "IPv4" or "IPv6" and the requested IP version is supported by the DNN the SMF selects the requested PDU Session type.

In its answer to the UE, the SMF may indicate the PDU Session Types not allowed for the combination of (DNN, S-NNSAI). In this case, the UE shall not request another PDU Session to the same (DNN, S-NNSAI) for PDU Session Types indicated as not allowed by the network. In case the initial PDU Session was established with a PDU Session Type and the UE needs another single IP version PDU Session Type, the UE may initiate another PDU Session Establishment procedure to this (DNN, S-NNSAI) in order to activate a second PDU session with that PDU Session Type.
An SMF shall perform IP address management procedure based on the selected PDU Session Type. If IPv4 PDU Session Type is selected, an IPv4 address is allocated to the UE. Similarly, if IPv6 PDU Session type is selected, an IPv6 prefix is allocated. If IPv4v6 PDU Session Type is selected, both an IPv4 address and an IPv6 prefix are allocated. For Roaming case, the SMF in this clause refers to the SMF controlling the UPF acting as IP anchor point. i.e. H-SMF in home routed case and V-SMF in local breakout case. For home routed case, V-SMF forwards a PDU Session Type indicated by UE transparently to H-SMF. V-SMF sends back a PDU Session Type selected by H-SMF to UE. The SMF shall process the UE IP address management related messages, maintain the corresponding state information and provide the response messages to the UE. In case the UE IP address is obtained from the external data network, additionally, the SMF shall also send the allocation, renewal and release related request messages to the external data network and maintain the corresponding state information.
Rel-16-onward solution, the first half of 5.8.2.2.1 of TS 23.501
 NOTE:
The yellow parts are difference to the Rel-15-onward solution. The green part is needed irrespective of introduction of PDU type IPv4v6. This is clarification of the existing and now deleted texts.
5.8.2.2.1
General

The UE IP address management includes allocation and release of the UE IP address as well as renewal of the allocated IP address, where applicable.

The UE sets the requested PDU Session Type during the PDU Session Establishment procedure based on its IP stack capabilities as follows:

-
A UE which supports IPv6 and IPv4 shall set the requested PDU Session Type to "IPv4v6".

-
A UE which supports only IPv4 shall request for PDU Session Type "IPv4".

-
A UE which supports only IPv6 shall request for PDU Session Type "IPv6".

-
When the IP version capability of the UE is unknown in the UE (as in the case when the MT and TE are separated and the capability of the TE is not known in the MT), the UE shall request for PDU Session Type "IPv4v6".

The SMF selects PDU Session Type of the PDU Session as follows. For the roaming case, the SMF in this clause refers to the SMF controlling the UPF acting as IP anchor point. i.e. H-SMF in home routed case and V-SMF in local breakout case:
-
If the SMF receives a request with PDU Session Type set to "IPv4v6", the SMF selects either PDU Session Type "IPv4" or "IPv6" or "IPv4v6" based on DNN configuration and operator policies.
-
For the home routed roaming case, V-SMF shall set Dual Address Flag when the requested PDU Session Type is IPv4v6 and all V-SMFs which the UE may be handed over to are release 16 or above supporting dual addressing, which is determined based on node pre-configuration by the VPLMN operator. The H-SMF takes into account the PDU Session Type, the Dual Address Flag and the policies of HPLMN operator and selects PDU Session Type to be used as follows. If the Dual Address Flag is not set, or only single IP version addressing is possible for the H-SMF, the H-SMF selects a  single IP version (either IPv4 or IPv6).
-
If the SMF receives a request for PDU Session Type "IPv4" or "IPv6" and the requested IP version is supported by the DNN the SMF selects the requested PDU Session type.
In its answer to the UE, the SMF may indicate the PDU Session Types not allowed for the combination of (DNN, S-NNSAI). In this case, the UE shall not request another PDU Session to the same (DNN, S-NNSAI) for PDU Session Types indicated as not allowed by the network. In case the initial PDU Session was established with a PDU Session Type and the UE needs another single IP version PDU Session Type, the UE may initiate another PDU Session Establishment procedure to this (DNN, S-NNSAI) in order to activate a second PDU session with that PDU Session Type.
An SMF shall perform IP address management procedure based on the selected PDU Session Type. If IPv4 PDU Session Type is selected, an IPv4 address is allocated to the UE. Similarly, if IPv6 PDU Session type is selected, an IPv6 prefix is allocated. If IPv4v6 PDU Session Type is selected, both an IPv4 address and an IPv6 prefix are allocated. The SMF shall process the UE IP address management related messages, maintain the corresponding state information and provide the response messages to the UE. In case the UE IP address is obtained from the external data network, additionally, the SMF shall also send the allocation, renewal and release related request messages to the external data network and maintain the corresponding state information.
